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DATA PRIVACY POLICY
We are delighted about your interest in Black Screen Project applications. 

GEYA-92 OOD authorized unit of Gate-92 DG attaches great importance to 
information security. Our policy is to maintain complete confidentiality for all our 
customers.

We avoid the collection, processing or storage of any information that is directly or 
indirectly relevant to the users of our products. This is due to the fact that our main activity 
is aimed at building information security systems. We believe that the collection of 
personal information or other types of information is contrary to our company policy.

The main purpose of our applications is to guarantee the personal data protection of 
the users of our products.

1. Personal Data

Information which is used in order to be able to draw conclusions about you, in other 
words personal or factual circumstances, must be understood under personal data 
pursuant to the EU General Data Protection Regulation (GDPR).

2. Data Collection and processing

2.1. GEYA-92 OOD DOES NOT COLLECT AND PROCESS PERSONAL DATA, 
AND PERSONAL INFORMATION. PERSONAL EVALUATION OF YOUR DATA 
DOES NOT TAKE PLACE.  IN OTHER WORDS, WE DO NOT CREATE, 
MAINTAIN, PROCESS OR STORE PERSONAL USER PROFILE INFORMATION, 
AND RELATED DATA.

2.2. Additional personal data is not stored within the scope of the setup of a user 
account. The corresponding mandatory fields (as User ID) to be filled out are marked.

2.3. In case the user try to send or send some sort of personal data by mistake, and 
information of such kind, the following will be permanently deleted in the moment of 
receive. Also we will consider this as an attempt for violation of the present data 
privacy policy from the User, and he (the User) will be held self-responsible for his 
actions.

3. Use and Forwarding of Personal Data

3.1. All of data prepared for creation of your user account is treated as confidential by 
us, and is not forwarded to third parties without your consent. Your personal ID is not 
used by us.

Exceptions only exist in the case of forwarding your ID to governmental 
institutions and authorities per law.

3.2. Data is always passed on in anonymous form. Allocation of retrieved data sets 
about you is made via the unnamed user account, which is generated automatically.
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4. Consent

In case of necessity we may hear your consent to use online services. We will log 
your consent concerning data collection and storage. We will inform you when and 
how you have given your File Protect System consent on request. If you should not 
give your consent we request your understanding that you may not use our online 
services.

5. Data Security

5.1. We utilize extensive technical and organizational security measures in order to 
protect personal, and system data from deliberate manipulations, loss or access by 
unauthorized third parties.

5.2. These measures are constantly improved within the scope of applicable data 
protection laws and in accordance with technological developments. Erroneous or 
suspicious hits are temporarily recorded for early detection of possible attacks on the 
system reports in order to guarantee constant security.

6. Changes

We reserve the rights to change the data privacy statement at any time with due 
regard to applicable data protection regulations.

7. Contact & Right to Information

Please contact us for further questions or suggestions concerning the data protection 
topic. In addition, you may obtain information at any time. On request, please write to:

BULGARIA
5400 Sevlievo
19 General Stoletov Str.
G-92 Developers Group
FPS (Black Screen Project)

You may send an e-mail to info@g-92.com as well.

8. Right of Objection

Furthermore, you may revoke your consent to using FPS application at any time. On 
request, please write to the above-mentioned address or send an e-mail.

Effective: 01/01/2020 - 01/01/2050
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